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How Can Artificial Intelligence Augment the Investigative Process?
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Abstract

This article considers possible avenues where the use of artificial intelligence (AI) could improve the effectiveness and efficiency of the investigative process. In addition, we consider some specific applications and regulatory and/or policy encouragement for the use of AI technology in investigations and regulation to determine what role, if any, we should assign to this emerging and maturing technology.

I. Introduction

As Kai-Fu Lee explains in his recent book, AI Superpowers: China, Silicon Valley, and the New World Order, AI and machine learning have moved from the age of discovery to the application and implementation stage. Data scientists have made major leaps in the past decade to get us here. The complex algorithms have been written, the keys to manipulating massive datasets are known, and the technology is universal enough to be applied to a wide array of business problems.

The application of AI is certainly happening all around us. Doctors are using it to more accurately diagnose cancer, Automated Teller Machines (ATMs) use it to determine the hand-written numbers on deposited checks, it is even being used to identify lead pipes in the U.S. state of Michigan, and with increased proficiency, financial institutions are using it to more effectively and efficiently detect financial crime. The potential for application of AI is seemingly limited only by our imagination. Applying AI to everyday business tasks, however, is not without challenges.

As Sebastian Thrun, a founder of Google X and Google’s self-driving car team, said, “Nobody phrases it this way, but I think that artificial intelligence is almost a humanities discipline. It’s really an attempt to understand human intelligence and human cognition.” With this view in mind, this article will explore the possible applications of AI in the context of corporate investigations.

II. Artificial Intelligence — the Basics

Paul Daugherty and H. James Wilson, in their book, Human + Machine, Reimagining Work in the Age of AI, define AI as “systems that extend human capability by sensing, comprehending, acting, and learning.” Technology and advancements in AI continue to improve at an unprecedented rate and scale. In 2018, the AI industry’s total revenue was USD $9.5 billion. By 2025, annual global AI revenue is expected to grow to $118.6 billion. As recently as October, a new leap was made in computer technology when Google built a computer of “quantum supremacy”, which can perform a computation in 200 seconds that would take the fastest supercomputers about 10,000 years to calculate. These advancements have also extended into the specific area of AI known as machine learning (ML), which is by far the most widely used AI in compliance and investigative applications. Traditionally, machine learning is divided into two tasks: unsupervised; and supervised learning.

A. Supervised Learning

Supervised learning is the process by which categorised training data is used to teach a model to make predictions about future data. Supervised learning is widely used across a variety of industries. The ATM example referenced above is an application of ML where the system was trained to use handwritten checks “categorised” by humans with the digital equivalent of the handwritten numbers. Once the model is shown enough handwritten variations of each number and associates it with a digital equivalent, it learns to recognise the “features” that make a hand-written seven a “7” and a handwritten three a “3”. In another example, a photo-forensics expert used millions of indecipherable, pixelated pictures of licence plates to train a model to recognise the digital equivalents. Detectives working on a crime that was unsolved for years suddenly had a new lead – the licence plate number of the car the suspect was driving.

B. Unsupervised Learning

Unsupervised learning is the process where inferences are drawn from uncategorised data to analyse and identify patterns and underlying structures. In other words, an algorithm is trained using information that is neither classified nor labelled, which allows the algorithm to act on that information without guidance or bias. Unsupervised learning algorithms can perform more complex processing tasks than supervised learning systems. One common use of unsupervised learning is to segment or “cluster” a large dataset – for example, a financial institution’s list of customers. The model is also provided input about each customer, such as occupation, address, age, and their transaction activity history. Without the interference of human bias, the model “clusters” the customers based on their behaviour.

III. Investigations — the Challenges

With the understanding of the basic capabilities of AI and ML, we can now look at some of the challenges faced during a corporate investigation to determine whether there could be some application of AI and ML in this space.
Investigations vary in type and complexity. Financial investigations pursue the identification of embezzlement, money laundering, fraud, tax evasion, and other white-collar crimes. With internal cases, the investigator may need to look into employee misconduct like theft, harassment, or substance abuse. An investigator looking for corruption might uncover bribery, illegal foreign exchange, corporate fraud, and industrial espionage.

At the core of an investigation, the investigator typically must demonstrate that: 1) the methodology used to conduct the investigation was sound; 2) that based on the information available, sufficient steps were taken to rule out uncertainty; 3) that all material facts were established, evaluated, and discerned from opinion; and 4) the report or findings of the investigation can be relied on. The success of an investigation almost always hinges on the ability to collect, process, and analyse data.

### A. Collecting ALL the Relevant Data

The collection phase might involve interviews and location inspections, but inevitably also requires searching through a variety of data sources to gather potentially relevant information relating to the focal subject and related parties to the investigation.

Companies collect, process, and store more information than ever before and whilst the growth in data volume is impressive, even more so is the expanding variety of data sources generating that volume. It is not just the sheer volume of data that investigators must contend with, but also the different types and sources of data that exists. The likelihood that important correlations and patterns may exist in the multitude of data sources contributes to the challenge referred to above of demonstrating that all material facts have been considered.

Data sources are likely to include structured and unstructured data. Information contained on personal and business mobile devices, internet of things devices, and social media platforms, as well as other information like bank account records, transaction data, and computer files, can all form part of the corpus of information the investigator has to evaluate.

The proliferation of data is essentially causing a blurring of the lines between private company communication and public communication streams outside of company networks. It has been reported that 67% of people in the UK and 70% of people in the U.S. regularly use social media, and that internet penetration in North America and Europe exceeds 90%. 7 Any piece of this unknown content could be useful to an investigation. We just do not know what we do not know, and this cycle of ever-increasing data creation magnifies the risks we face as organisations and investigation professionals.

As such, something that can ingest vast amounts of data, quickly spot anomalies and patterns, and provide a plain language explanation of connections, would almost certainly alleviate the challenges associated with the preliminary collection and analysis of information, and at least begin to pierce the veil of the unknown.

### B. Data Overload — How to Effectively and Efficiently Analyse Data

Once data is collected, investigators will then analyse what they have found, looking for the smoking gun, so to speak. Standing at the beginning of an investigation, it is difficult not to wonder how we might wrap our evaluation capability around this widening river of data to whittle it down to relevance and, assuming we are in fact able to create a manageable data pool, how we would draw insights from it in the most effective and efficient way. This is the second challenge investigators face in the investigative process.

When data volumes are small, basic analytical skills and spreadsheets might be adequate to handle rudimentary analysis of structured data obtained from enterprise systems and other software applications. This process, however, is time-consuming and often necessitates review on a sample basis for large datasets, given these constraints.

This, in turn, hampers the effectiveness of the investigative process because larger patterns of activity across a complete dataset might not be detected if the anomalous data transactions lie outside a sample set.

To further complicate the challenges faced, the in-depth analysis, across a vast amount of data types and sources, needs to be done in a cost-effective manner. This pressure on cost and the required speed of the investigative process – without compromising quality – places investigation teams at a constant disadvantage and often results in analyst fatigue.

### IV. Can AI Help?

AI is typically far more effective than human investigators at the following tasks: 1) mining structured and unstructured data to determine themes and patterns; 2) connecting nonobvious dots related to regularity, timing, and behaviour to report on where, and to what extent, they appear in each information artifact; 3) effectively sorting text and email messages, audio files, call recordings, and other unstructured data into practicable collections for human evaluation; and 4) identifying potential relationships between parties involved in misconduct, fraud, or corruption through internal and external connections.

Both supervised and unsupervised techniques hold promise for extraction of more relevant information from the vast range of data sources to then be processed by the investigations team.

#### A. Text Mining

Text mining, in the broad sense, is the process of converting text into data to effectively and efficiently retrieve needed information or generate knowledge about the text.

It is believed that the amount of unstructured data grows at a rate of 20%–30% per year and, by the year 2025, about 80% of the data in the data universe will be in the form of unstructured data.8 The masses of data need to be “harvested” to generate insight (i.e., inference) and foresight (i.e., prediction). The central task of unstructured data analytics is to understand the text; this understanding mimics human intelligence by inferring from the text its themes, concepts, and ideas.

Topic modelling and document clustering are some of the techniques that are based on text mining.

1. **Topic Modelling**

   Topic modelling is a technique used in the field of text mining to automatically derive a topic from unstructured text. It is an unsupervised approach that uses the notion that documents are made up of topics and that some words are related to each other based on a topic. The methods used for topic modelling range from probabilistic-based methods that assign each word a probability of being associated with a topic, to methods that use groups of words and word frequency to assign a topic. This method might be used to determine that a group of words found in a document like “lawyer”, “judge”, and “courtroom” would be assigned to a topic like Law, whereas words like “desk”, “pens”, and “paper” could all be assigned to a topic like Office Supplies.
This technique could be helpful in the investigative process where the structure of the investigation actions is being determined. For example, instead of one investigator reviewing all the social media posts and another investigator all the financial transactions, this can help to group the emails and transactions related to a topic so that the investigation team focuses on themes rather than data-type workstreams.

2. Document Clustering

The topics derived from text can then be used to optimise the investigation process and document clustering. Each document could have several different topics, the topics could be present in multiple sections of the document, thus occurring more often. By identifying topics and then using measures such as the probability of the topic in the text or the frequency of terms related to a topic in the text, clustering techniques can be used to group together documents that have similar topics. This can drastically speed up the investigation process.

Topic modelling and document clustering can be used in the analysis phase of the investigative process, where there may be a hundred documents clustered together because the most frequent theme in each is a trade with country ABC. Each document thus shares this theme. Then, some of the less frequently mentioned themes in each document are used to find additional connections to the trade-with-country-ABC theme, like mention of the element uranium or a specific vendor name. It is now possible to have a new theme of trades with country ABC involving uranium and the specific vendor.

B. Behavioural Analytics

Behavioural analytics identifies persistence in behaviour and/or significant changes in behaviour traditionally over a period of time. The customers’ behaviour is characterised based on many features that capture more than the nominal characteristics (e.g., customer type) of the customers. A feature could be the number of trades during a time period or number of trades within a high-risk jurisdiction over a time period. Using these features, topological data analysis (TDA) can be applied to create networks of entities and be used for anomaly detection. TDA uses unsupervised and semi-supervised machine learning to create families or groups that are built based on similar typology. Through geometrical analysis, TDA exposes the true structure of the data to identify trends and relationships that standard approaches often fail to recognise.

1. The Network

TDA builds a complete network of all entities based on the features provided. It takes features and projects them into a lower dimensional space, which provides a clearer representation of the shape of the population. The population is represented by nodes and links between each node. Nodes are entities that share similar attributes based on the features provided. Nodes are connected to other nodes based on node similarity. The linkage of nodes provides a complete network of the underlying population.

This network can be used to find links between entities that may not have been as apparent through standard approaches. It can also be used for segmentation and anomaly detection.

Say, for example, person X is a director of company ABC and made payments to person Y from the company account. X has two features, the company he or she is a director of and the payments made to Y. The nodes in the network would be made of other directors who make similar payments and could be connected to other nodes that are somewhat similar but not enough to be in the same node.

2. Segmentation

Segmenting entities based on limited features does not provide the information that can lead to hidden patterns and suspicious activity.

Since the networks that TDA generates use the geometric and topological structure of the data, the shapes produced can also be used for segmentation purposes. Unlike standard approaches, these segments are created based on features that better represent entities’ behaviour, which results in a more homogeneous segment grouping than traditional segmentation characteristics. These groups are now made up of entities that on the surface may not have been considered similar before, but now, with the advanced approach, new patterns of suspicious activity can be identified. Traditional segments are often based on external factors such as industry, account type, risk rating, or person vs. corporations. These factors have no definitive relationship to expected behaviour.

Wrongdoers will most often attempt to hide their tracks or information that links them, in an obvious way, to suspicious activity. As such, segmentation could be a useful method of connecting less obvious patterns of activity – like grouping payments not by time stamp or date but rather by similar consecutive payment sequences.

3. Anomaly Detection

In addition to segmentation, these networks can be used for effective anomaly detection. The network of nodes is connected based on similarity, some nodes sharing a stronger connection than others. The TDA model may also produce a node or group of nodes that is completely disjointed from the rest of the population. What this represents is a group of entities that is vastly different from the rest of the population, so much that not even a weak link can be made to most of the population, based on their behaviour. The group can be labelled as anomalies and should be investigated accordingly.

A potential scenario where this would be useful from an investigation’s perspective is identifying when a traders’ normal pattern of activity changed drastically in frequency, amounts, and time between trades, etc.

4. Change in Behaviour

An additional benefit of segments defined by behavioural features is that entities can be monitored for how they move or drift from segment to segment. Certain changes from one behavioural segment to another may represent potentially suspicious activity and require additional scrutiny. For example, a periodic customer review based on a change in behaviour is a valuable, data-driven metric, rather than just triggering investigations based on the passage of time.

V. The Regulators are Using AI

Financial technology has grown within the private sector. Regulatory technology is following suit, using digital tools to make regulatory compliance easier – so much so that enforcement agencies are starting to use it themselves. AI has proven useful specifically within financial regulatory spaces.

For example, the Financial Conduct Authority (FCA) in the UK is using data science and analytics to deepen its oversight work. Just last month, the FCA announced that it is working on a new data analytics program and turning to a new cloud system to better employ advanced analytics to reduce the cost...
of regulatory reporting. The UK Serious Fraud Office also employs AI in financial crime and corruption investigations.

The U.S. Securities and Exchange Commission (SEC) uses AI and behavioural analytics. Topic modelling and other clustering techniques analyse and produce groups of “like” documents within SEC filings that identify both common and outlier behaviour. Additionally, the SEC works to apply algorithms developed from unsupervised machine learning to new data from filings.

At this point, the use of AI in internal corporate investigations is anticipated and often expected by regulatory bodies. Enforcement agencies anticipate companies are doing their own internal monitoring, and AI is often the best way to do so. In April 2019, the U.S. Department of Justice (DOJ) released updated guidance to prosecutors working on compliance enforcement. The DOJ identified one hallmark of an effective compliance program as “its capacity to improve and evolve” and specifically pointed to improvements that ensure programs are “not stale.”

Another such hallmark the DOJ identified is “the existence of a well-functioning and appropriately funded mechanism for the timely and thorough investigations of any allegations or suspicions of misconduct.” Capacity to improve? Not stale? Timely and thorough? Those all sound like adjectives that describe work well-placed in the AI fold. As agencies themselves employ similar technology to make compliance and regulatory-related activities faster and easier, they are coming to expect the same from the organisations they are overseeing.

AI is an effective tool to supplement ongoing efforts to identify inappropriate activity.

VI. Limitations of AI

AI will continue to develop in ways we can hardly imagine. However, machines are not the only solution. AI cannot (at least not yet) take the place of human intuition – no matter how advanced the technology becomes. It is intuition that allows a skilled investigator to take a cue from deception indicators on where to steer the line of questioning and to show empathy when building rapport with a suspect.

In our opinion, machines are far from conducting investigations, compliance checks, or auditing on their own. For the time being, responsible innovation requires human intervention in the examination and analysis of the results from machine models. It does, however, allow us to spend time and effort where it is likely to yield the best results. Humans doing repetitive tasks and canvassing huge amounts of data in the hope that one might find the needle is hardly a good use of corporate budgets, especially in the face of a suitable, often more cost-effective alternative.

Additionally, limitations arise when there are many investigations at play. Multiple internal investigations can usually be streamlined within an organisation, but cross-company investigations make matters difficult because legal challenges may arise. For example, in the international space, different countries’ local data privacy laws may prevent data transfers across borders. In this case, human investigators are not subject to the same transfer restrictions. So, the technical data team must intimately understand the data being incorporated into the algorithms.

AI can move quickly and with a great deal of autonomy in, for example, the online retail space where there is access to full transaction histories – that is, complete outcomes for each action. For instance, you viewed product A and product B and bought product C. In investigations, however, when trying to uncover a modus operandi for a fraudulent scheme, for example, the actions and outcomes could be different for each scheme, which makes it much harder to train a model to detect potentially fraudulent actions.

Beyond this, in terms of interpreting AI there are several variables that need to be accounted for regarding decision-making. The use of AI needs to be explainable, but it is up for debate as to what level of detail that explanation needs to have. An expert, a chief executive, and a consumer all require different levels of explanation and all must be accounted for.

Companies require horizontal alignment when using AI in corporate investigations, as consensus among technical, legal, and compliance teams is essential. There is no “one size fits all” approach to AI technology, since each company has unique challenges and opportunities.

VII. The Future of AI – Is There a Call to Action?

The benefits of using artificial intelligence algorithms to reduce the noise in an investigative process where there is a plethora of structured and unstructured data to whittle through is obvious. If performed alongside a skilled investigator, this is an effectiveness and efficiency catalyst. The use of AI in investigations, for the time being, is about augmentation, rather than automation.

Augmented intelligence explores the use of AI and ML techniques to augment and support human activity. Augmented analytics use automated ML to transform how analytics content is developed, consumed, and shared, and includes automated data preparation, automated model and insight generation, and automated visualisation generation and natural language-narrated insights.

Gartner predicts that by 2022, 30% of organisations will use explainable AI models to build trust with business stakeholders, up from almost no usage today. The future of AI is unpredictable. Ten years ago, some realities of today were reserved for science-fiction writers.

To round off the Sebastian Thrun quote that artificial intelligence is perhaps an attempt to better understand human behaviour, it seems that Google co-founder Larry Page articulated the current benefit of AI well when he said: “Artificial intelligence would be the ultimate version of Google. The ultimate search engine that would understand everything on the web. It would understand exactly what you wanted, and it would give you the right thing. We’re nowhere near doing that now. However, we can get incrementally closer to that, and that is basically what we work on.”
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